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RWGA rDirectory v3.1 
Guide for Agency Contacts 

An informational guide for Agency CPCDMS Contact personnel to assist 
with the use of rDirectory as a tool for their CPCDMS user logon issues, 
i.e., password resets, unlock accounts, disable user accounts, and to view 
user access rights.

Ryan White Grant Administration, RWGA 
6/2016 
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What is rDirectory? 

rDirectory 

rDirectory is a separate web-based application that is available even when CPCDMS is not. It is used by Agency 
CPCDMS Contact personnel to assist their CPCDMS users with logon issues, reset passwords, unlock accounts, 
disable user accounts, and to view user access rights. Instead of submitting a HelpDesk ticket for CPCDMS access 
issues, users now communicate directly with their CPCDMS contact person(s) to resolve logon issues.  

rDirectory can be found in CPCDMS under the tab on the left menu labeled “Personnel”. Only agency contact 
personnel can see this tab. 

When you click on this tab, it will take you to the rDirectory logon page as shown below. Enter your CPCDMS 
username and password then click on “Logon” to gain access.  
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After logging on, the first page that you will be presented with will display all of your agencies’ CPCDMS users, 
whose accounts are not Disabled or Locked-Out. 

You can click on the tabs across the top to see the status of other agency personnel, such as: 

Disabled Personnel 

The Disabled Personnel tab shows all personnel at your agency whose CPCDMS user account is currently 
disabled.  
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Locked-Out Personnel 

The Locked-Out Personnel tab shows all personnel at your agency whose CPCDMS user account is currently 
locked out. 

All Groups 

The All Groups tab shows your agencies’ different CPCDMS Special Rights Groups and who is a member of 
them. Double-Click on a group to see the membership. 
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To manage a Users Account 

Double-Click on the user that you wish to manage from the Enabled Personnel, Disabled Personnel or 
the Locked-Out Personnel tabs. Next click on Manage, located on the bottom panel, right-hand side. You 
will be presented with a page as shown below. You can see that the account is locked by the word “True” 
in red. 

If the user has already setup their profile, you will see a page like the one shown below. 

You can choose to validate the user by asking them their profile questions and typing in the answers or 
you can click on Skip Validation. 
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To reset the users password 

After you have validated the user by asking their profile questions or skipping validation you are 
presented with the following page. 

The password generator can be used (default selection), or you can create your own new password. 

Generate – To use the password generator, click on “Generate Password”, make note of the 
password that is generated, ensure it conforms to the security rules, and then press “Change 
Password”. 

Enter - To enter a user-created password, click on “Enter”, type the new password into the 
“Password” and “Confirm” boxes, make note of the password entered, ensure that it conforms to 
the security rules, and then click “Change Password”. 

Once the password has been changed the user will receive an email notifying them that it has been 
changed and by whom. It will not tell them what the new password is. You must notify them of what you 
have changed the password to and they will have to change it the next time that they logon. 
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To unlock the account 

Click on the Account tab and you are presented with the following page. Uncheck the box where it says 
“Account is Locked out” and then click on “OK”. 

To disable the account 

Double-Click on the user that you wish to manage from the Enabled Personnel tab. Next click on 
Manage, located on the bottom panel, right-hand side. You will be presented with a page as shown 
below. 

Check the box where it says “Disable Account” and then click on “OK”. 




